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ABSTRACT

Nowadays, information technology plays a significant role in increasing the efficiency of any company by focusing its attention
on market trends, reducing and increasing competition for maximum profit. Based on the results of the analysis of scientific works, the
author concluded that the existing information technologies in project risk management can be partially applied to manage the risks of
IT projects, taking into account threats and opportunities. Therefore, this study is dedicated to solving the scientific and practical
problem of developing information technology for risk management in such projects, which would consider the impact of threats and
opportunities. The developed structure of the information base of the integrated management of threats and opportunities in the IT
project will make it possible to implement risk management models and methods to ensure the accumulation of statistical and expert
information on the management of threats and opportunities. The structure of the information technology of integrated management of
threats and opportunities in the IT project, as well as the scheme of its implementation, have been developed, which in turn will enable
the project manager and his team to implement the relevant models and methods developed by the author in order to ensure the
successful and timely implementation of the project to meet the needs of project stakeholders. The given algorithm for filling the
information technology of integrated management of threats and opportunities in the IT project will allow managing risks taking into
account threats and opportunities in accordance with the developed models and methods of integrated management of threats and
opportunities in the IT project, which differs from modern approaches to risk management in project management methodology and
programs and will reduce negative impacts and take into account positive impacts in such project. Thus, the obtained results make it
possible to increase the effectiveness of risk management in IT projects, taking into account the impact of threats and opportunities on
them.
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INTRODUCTION Ukraine, after the transformation of the economy
independent project [2]. In the current conditions
ofnew methods and mechanisms of economic
relations are being developed. Therefore, it is
necessary to create special approaches to enterprise
project management for its further profit from its
activities. Information technologies help to solve the
problem of increasing complexity of the developed
approaches, increasing requirements for the timing
and quality of work, which necessitate effective
project management [1, 3]. The peculiarity of
Information  Technology  (IT) projects is
characterized by a large number of threats and
opportunities and the use of technology, so projects
of this kind are a good area for developing an
information technology approach with integrated
threat management.

The company's sustainable development is

Today, information technology plays an
important role in improving the efficiency of any
company by focusing on market trends, reducing and
increasing competition to maximize profits [1].
Modern management information systems are aimed
at increasing the capabilities and ways of managing
the system and improving the company's
management processes, which at each stage of
management is strengthened by the introduction of
software in modern market conditions, are the
circumstances of the successful functioning of the
company in the current environment.

In the world and in Ukraine, the project
management methodology is being successfully
implemented, which considers any idea, function, or
end result of an enterprise that is already an
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approaches, and the implementation of projects and
process of transition to a new stage of development.
In the application of sustainable development, a
project looks like an idea, perception, promising the
state, or items needed for its implementation and
realization. The main features of the project are
novelty, conceptuality, uniqueness, adaptability,
quantifiability, time limitations, and others.

In the context of the current dynamics of project
management, we can conclude that the role of
information technology is increasing, and it is they
who can increase management efficiency and reduce
the proportion of project incompletion. Information
technology factors, such as adaptation to change,
resource  management, team  management,
communication, and constraints, have a significant
impact on the project.

ANALYSIS OF LITERARY DATA

With the introduction of information
technology, companies are able to successfully
manage projects, establish communication between
project participants, find and quickly respond to
deviations, report on all stages of the project, and be
able to quickly exercise control [1, 3]. Information
technology is a combination of procedures that
implement the functions of collecting, accumulating,
storing, processing, and transmitting data based on
the use of a selected set of technical means with the
participation of management personnel [1, 3].

Paper [4] developed an information technology
that allows the construction of complex energy
facilities according to the least risky topology of the
project network schedule, the schedule of which will
be minimal in terms of the risk of increasing the
project execution time and scope. The results of this
study will be useful in the process of developing
information technology for risk management in IT
projects.

In paper [5], the author developed the structure
of the information base and information technology
for integrated project deviation management, which
allows simultaneous management of risks, changes,
problems, conflicts, stresses, and crises. The
presented information technology for integrated
project deviation management differs from modern
approaches to deviation management in project and
program management methodology, and its
implementation leads to a reduction in negative
deviations in the project. This study can become the

basis for the development of information technology
for risk management in IT projects, taking into
account threats and opportunities.

Papers [6, 7] developed an information
technology for integrated risk management of
research projects under conditions of uncertainty and
the transition to a circular economy, which, under
conditions of uncertainty, allows the research project
manager and his team to implement the methodology
of integrated risk management of research projects
under conditions of uncertainty and the transition to a
circular economy developed by the author to ensure
the successful and timely implementation of a
research project to meet the needs of its stakeholders.
The results of this study will form the basis for the
development of information technology for
managing threats and opportunities in IT projects.

In paper [8], the author created a computer
system for analyzing project indicators, consisting of
subsystems  for assessing the impact of
environmental factors and simulating internal risks.
This study will be useful in developing information
technology for risk management in IT projects,
taking into account the impact of threats and
opportunities.

Paper [9] developed an information technology
of a risk-based approach that provides solutions to
the problems of managing risks, resources, finances,
timing, and quality of projects and programs for the
development of risk-resistant technology. The results
of this study can be the basis for the development of
information technology for managing risks, including
threats and opportunities, in IT projects.

The author in paper [10] presents analytical
models of errors in the main indicators of projects,
product models for choosing methods for calculating
the main indicators of projects for the creation of
new technology, as well as applied information
technology for decision support regarding the
process of project analysis of this creation, which
ensures increased efficiency and wvalidity of the
choice of project analysis methods. This research
will form the basis for the development of models
and methods for managing threats and opportunities
in IT projects, which will become the basis for
information technology for risk management in IT
projects.

Paper [11] further developed the information
model of interaction between stakeholders of
organizational projects in the field of aircraft
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maintenance by reducing the impact of the risks of
each stakeholder, taking into account the factors of
behavioral economics. The results of this study will
be useful in the process of developing information
technology for risk management in IT projects,
taking into account the impact of threats and
opportunities.

In paper [12], the author created an information
model of a medical project in terms of project quality
programs for the organization's development reflects
management within the framework of the value-
based approach, which allows solving a number of
tasks, such as: selecting those changes in the
healthcare project that will improve the quality of
healthcare services; initiate those projects that will
ensure the necessary changes in the quality of
healthcare services; develop such action plans in the
initiated projects that will ensure the necessary
modernization of the overall quality system of
healthcare services. This study will be useful in
forming information links in the process of
developing information technology for risk
management in IT projects, taking into account the
impact of threats and opportunities.

Thus, it can be concluded that -existing
information technologies in project risk management
can be partially applied to IT project risk
management, taking into account threats and
opportunities. Therefore, the author proposes to
develop an information technology for risk
management in IT projects that would take into
account the impact of threats and opportunities.

THE PURPOSE OF THE ARTICLE

The aim of the work is to develop an
information technology for integrated threat and
opportunity management in IT projects, which will
help to improve the efficiency of risk management in
these projects.

To achieve this goal, it is necessary to complete
the following objectives:

1. Develop the structure of the information base
for integrated threat and opportunity management in an
IT project.

2. Develop an information technology for
integrated threat and opportunity management in an IT
project.

3. To develop an algorithm for filling the
information technology of integrated threat and
opportunity management in an IT project, which will
include the necessary actions on a set of models.

DEVELOPMENT OF THE STRUCTURE OF
THE INFORMATION BASE FOR
INTEGRATED MANAGEMENT

In the course of the research conducted by the
author in previous works, models and methods for
integrated management of threats and opportunities
in IT projects have been developed. The purpose of
these models and methods is to ensure integrated risk
management in IT projects, taking into account the
impact of threats and opportunities [13, 14, 15, 16,
17, 18, 19].

In addition, the author analyzed information
technologies that can be used to manage risks in IT
projects, but the author determined that they do not
allow for integrated risk management, taking into
account threats and opportunities.

The information technology of integrated threat
and opportunity management in the IT project will be
built on the basis of the developed structure of the
relevant information base (Fig. 1), which includes:

0 - reference base for integrated threat and
opportunity management in an IT project;

1 - information base of threats and opportunities
in an IT project;

2 - information base for assessing threats and
opportunities in an IT project;

3 - information base for managing threats and
opportunities in an IT project.

Reference database files for integrated threat
and opportunity management in an [T project:

D1 —register of IT projects;

D2 — table of threats to an IT project;

D3 —table of IT project capabilities;

D4 — strategies for responding to uncertainty;

D5 — threat response strategies;

D6 — strategies for responding to opportunities;

D7 — prevention methods for integrated threat
and opportunity management in an [T project.

Information base files for integrated threat and
opportunity management in an IT project:

F1 is the RIO-RIT-REO-RET analysis model in
an IT project;

F2 — targeted models of integrated threat and
opportunity management in an IT project;

F3 — intelligent model for integrated threat and
opportunity management in an IT project;

F4 — input data for calculating a mathematical
model of integrated threat and opportunity
management in an IT project.

Files of the information base for assessing
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threats and opportunities in an IT project:

F5 — information about the IT project;

F6 — preliminary register of threats and
opportunities for an IT project;

F7 — the results of the RIO-RIT-REO-RET
analysis of the IT project, including the formation of
the final register of threats and opportunities;

F8 — results of a qualitative assessment of
threats and opportunities of the IT project;

F9 — results of classifying risky events of an IT
project;

F10 — results of determining the quantitative
indicators of the impact of risky events of the IT
project;

F11 — results of determining the synergistic
impact of threats and opportunities in an IT project;

F12 — graph of IT project risks, taking into
account threats and opportunities;

Files of the information base for managing
threats and opportunities in an IT project:

F13 — a set of alternative strategies for
responding to the impact of uncertainty, threats and
opportunities in an IT project;

F14 — results of calculating the probability of
successful use of risks, taking into account threats
and opportunities in an IT project;

D1 D2 D3 D4 D5 D6 D7
| |
1  E—
F1 < > F2 < > F3
A A A A A
L J
: F4 <
7 Y
v Y 'L | 4
: 2 F5 > F6 > F7 » F8§
R | |
vlr v ¥
Fo o F10 > Fl11 > F12
1 A
v v vl L 4
> F13 > Fl4 > F15
v v
Flo > F17 > F18

Fig. 1. Structure of the information base for integrated threat and opportunity

management in IT projects
Source: compiled by the authors
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F15 — results of quantitative analysis of the cost
of strategies for responding to the impact of
uncertainty, threats and opportunities in an IT
project;

F16 — actual parameters of threats and capabilities
of the IT project after applying response strategies;

F17 — prevention methods for uncertainty, threats,
and opportunities in an IT project;

F18 — target function of managing threats and
opportunities in an IT project after applying
prevention methods.

The developed structure of the information base
of integrated threat and opportunity management in
an IT project will make it possible to implement
models and methods of risk management in an IT
project in order to ensure the accumulation of
statistical and expert information on threat and
opportunity management.

DEVELOPMENT OF INFORMATION
TECHNOLOGY FOR INTEGRATED
MANAGEMENT

Based on the developed models and methods of
integrated management of threats and opportunities
in IT projects, as well as the corresponding structure
of the information base, shown in Fig. 1, it is
possible to develop an appropriate information
technology [14, 15], [16, 17], [19].

In the process of developing information
technology, scientific works will be used, including
the following: [4, 5], [6, 20], [21].

The structure of information technology for
integrated threat and opportunity management in an
IT project is shown in Fig. 2 and consists of the

following elements.

1. A technology for filling the uncertainty
information base with threats and opportunities in an
IT project, which is implemented by monitoring the
actual parameters of the IT project from the project
documentation in the process of regular monitoring
of its implementation.

The developed models are used: the RIO-RIT-
REO-RET model of analysis in an IT project;
targeted models of integrated threat and opportunity
management in an IT project; an intelligent model of
integrated threat and opportunity management in an
IT project; a mathematical model of integrated threat
and opportunity management in an [T project.

2. Technology for filling the information base
for assessing threats and opportunities in an IT
project, which is implemented using the developed
models and methods of integrated management of
threats and opportunities in an IT project, in
particular:

— 1identification of uncertainties, taking into
account threats and opportunities, and classification
of risky events, which is realized through RIO-RIT-
REO-RET analysis;

— determination of qualitative and quantitative
assessment of risk events of an IT project using
expert methods and targeted models of threats and
opportunities management of an IT project proposed
by the author;

— determining the synergistic impact of risky
events in an IT project using a mathematical model
of managing threats and opportunities in an IT
project and a method of integrated threat and
opportunity management in an IT project.

The technology of filling the

“The technology of filling the
information base of
unceriainties taking into
account threats and
opportunities in the IT project

[T-project documentation

The technology of filling the
information base of threat
and opportunity assessment
in the IT project

Muodels of integrated
management of threats and

IT-project monitoring

Models of integrated
management of threats and
opportumibies of the 1T project

L

opportunities of the IT project

information base of threats
and opportunities
in the IT project

Methods of integrated
management of threats and
opportunities of the IT project

Expert assessment of threats and

opportumities of the IT project

L

Strategies for responding to
uncertainty (threats and
opportunities)

Prevention methods of
integrated management of IT
project threats and
opportunities

Control of integrated
management of [T project
threats and opportunities

Fig. 2. Structure of information technology for integrated threat and

opportunity management in IT projects

Source: compiled by the authors

ISSN 2663-0176 (Print)
ISSN 2663-7731 (Online)

Information technology in socio-economic,
organizational and technical systems

367



Hrabina K. V., Shendryk V. V. / Herald of Advanced Information Technology
2023; Vol. 6 No. 4: 363-374

3. Technology of filling the information base of
threat and opportunity management in an IT project,
consisting of selection and evaluation of the
effectiveness of strategies for responding to
uncertainty, threats and opportunities of an IT
project, methods of prevention of integrated risk
management and opportunities of an IT project and
storage of lessons learned.

This technology is realized by means of the
developed methods, in particular: strategies for
responding to uncertainty, threats and opportunities,
prevention methods of integrated threat management
and opportunities in an IT project, a method of
intelligent selection of the optimal strategy for
managing risk events: threats and opportunities.

The information technology scheme of
integrated threat and opportunity management in an

GO

Conventional notation:

IT project is shown in Fig. 3.

Thus, the structure of the information
technology for integrated threat and opportunity
management in an IT project, as well as the scheme
for its implementation, have been developed, which
in turn will allow the IT project manager and his
team to implement the relevant models and methods
developed by the author to ensure the successful and
timely implementation of the IT project to meet the
needs of its stakeholders.

ALGORITHM FOR FILLING INFORMATION
TECHNOLOGY OF INTEGRATED
MANAGEMENT

According to Fig. 1 and Fig. 2, an information
technology for integrated threat and opportunity
management in IT projects was developed.

]

21 31

17

OLHHOREHE

e

i opAami 2E1THI 2 c
EECOCHHA IHQOPAATTI 3BITHICTE 2 oIe

Fig. 3. Scheme of information technology for integrated management of threats and

opportunities of an IT project
Source: compiled by the authors
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Taking into account the research proposed by
scientists in their works [4, 5], [6, 20], [22, 23], [24],
the author proposes the following algorithm for
filling the information technology of integrated threat
and opportunity management in an [T project:

0 — Formation of a reference base for integrated
threat and opportunity management in an IT project —
filling files with data [13, 14], [15, 16], [17, 18],
[19]:

D1 —register of IT projects [14];

D2 —table of threats to an IT project [14];

D3 —table of IT project capabilities [14];

D4 — strategies for responding to uncertainty
[19];

D5 — threat response strategies [19];

D6 — strategies for responding to opportunities
[19];

D7 — prevention methods for integrated threat
and opportunity management in an IT project [19].

l.Asa result of regular monitoring of the T
project, weekly reports on the progress of the IT
project are received, which contain planned and
actual indicators of the IT project (volume, time and
cost), as well as calculated deviations.

2. According to the data provided in the weekly
reports, the RIO-RIT-REO-RET analysis model is
built in the IT project [14].

3. According to the data provided in the weekly
reports, targeted models of integrated threat and
opportunity management in the IT project are built
[15].

4.Based on the data provided in the weekly
reports, an intelligent model of integrated threat and
opportunity management in an IT project is built [17,
18].

5.In accordance with paragraphs 2-4, a
mathematical model of integrated threat and
opportunity management in an IT project is
developed [16].

6. Based on the data obtained in paragraphs 2-
5, fill in the information base of integrated threat and
opportunity management in the IT project, in
particular: files F1-F4.

7. In accordance with the data provided in
the information base of integrated management of
threats and opportunities in the IT project (file D1), a
preliminary register of IT projects is built [14].

8. The results of clause 7 shall be recorded
in file F5.

9. For IT projects identified in clause 8 (file

F6),a preliminary register of threats and
opportunities of the IT project is formed from the
information base of integrated management of threats
and opportunities in the IT project (files D2 — D3)

[14].

10. The  results of clause 9 shall be recorded
in file F7.

11.In accordance with the data provided in

files F6 and F7 (paragraphs 8 and 10), an expert
qualitative assessment of threats and opportunities is

being conducted [15].

12. The  results obtained in clause 11 shall be
recorded in file F8.

13. Based on the data obtained in clause
12, classification of risky events of the IT project is
performed.

14. The  results obtained in clause 13 shall be

entered into file F9 [17, 18], [19].

15. Based on the data provided in file
F9, quantitative indicators of the impact of risky
events of the IT project are determined in accordance
with the target models of integrated threat and
opportunity management in the IT project [15].

16. The  results of clause 15 shall be entered
into the appropriate file of the information base of
integrated threat and opportunity management in the
IT project — F10.

17. In accordance with the data obtained in
clause 16 and the mathematical model of threats and
opportunities management in [T projects, the
synergistic impact of threats and opportunities in an
IT project is determined [16].

18. The  results of clause 17 shall be recorded
in file F11.
19. Based on the data provided in file

F11, as well as by applying the method of integrated
management of threats and opportunities in IT
projects, a risk graph of the IT project is built taking
into account threats and opportunities [19].

20. The  results of clause 19 shall be recorded
in file F12.
21. Based on the data in File F12 and

reference files D5 through D7, the IT project
manager forms a set of alternative strategies for
responding to the impact of uncertainty, threats, and
opportunities in the IT project [17, 18].

22. The  results of step 21 shall be recorded
in the F13 file.
23.In accordance with the data provided in

file F13, as well as taking into account the method of
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intelligent selection of the optimal strategy for
managing risk events: threats and opportunities, the
probability of successful use of risks, taking into
account threats and opportunities in the IT project, is
calculated [17, 18].

24. The  results of step 23 shall be entered
into the F14 file.
25.In accordance with the data provided in

files F13 and F14, as well as using the method of
intelligent selection of the optimal strategy for
managing risk events: threats and opportunities, a
quantitative analysis of the cost of strategies for
responding to the impact of uncertainty, threats and
opportunities in an IT project is carried out [17, 18].

26. The  results of step 25 shall be entered
into the F15 file.
27. Implementation of strategies to

respond to uncertainty, threats and opportunities of
the IT project, in accordance with the selected
strategies [19].

28. Weekly reports are received on the
progress of the IT project, as well as on the strategies
applied for integrated threat and opportunity
management in the IT project.

29. Based on the data obtained in
paragraphs 22, 24 and 26, as well as in accordance
with the method of intelligent selection of the
optimal strategy for managing risk events: threats
and opportunities, the actual parameters of threats
and opportunities of the IT project after applying
response strategies are determined [17, 18].

30. The  results of clause 29 shall be recorded
in file F16.

31.Controlling the results of reducing the
impact of threats and taking into account the impact
of opportunities — if the application of the selected
strategies did not help reduce the negative
consequences in the IT project, proceed to step 2 or
step 23 of the information technology for integrated
management of threats and opportunities in the IT
project, depending on the decision made by the IT
project manager.

32. In case of successful implementation of
integrated management of threats and opportunities
of the IT project, the IT project manager selects
prevention methods for uncertainties, threats and
opportunities in the IT project from the reference file
D7.

33. Information on the implementation of clause
32 shall be entered in the F17 file.

34. Apply the selected prevention methods to
the uncertainties, threats, and opportunities of the IT
project.

35. Receive weekly reports in the IT project on
the work performed and preventive measures

implemented for uncertainties, threats and
opportunities.
36. The actual parameters of uncertainties,

threats and opportunities of the IT project after
applying appropriate prevention methods are entered
into the F18 file of the information base of integrated
management of threats and opportunities in the IT
project by forming the target function of threat and
opportunity management in the IT project [17, 18,
19].

37. Controlling the impact of uncertainties,
threats and opportunities on the IT project based on
the data provided in file F18. If the impact is not
reduced after applying the prevention methods, it is
possible to repeat the selection of prevention
methods — go to paragraph 32.

38. In case of successful application of
prevention methods, the implementation of
information technology is completed and reports on
integrated threat and opportunity management in the
IT project are generated and printed.

The presented algorithm for filling the
information technology of integrated threat and
opportunity management in an IT project will allow
managing risks taking into account threats and
opportunities in accordance with the developed
models and methods of integrated threat and
opportunity management in an IT project, which
differs from modern approaches to risk management
in project and program management methodology
and will reduce negative impacts and take into
account positive impacts in an IT project.

CONCLUSION

As a result of the study, the author developed
an information technology for integrated
management of threats and opportunities in IT
projects, in particular:

1. The developed structure of the information
base for integrated threat and opportunity
management in an IT project will make it possible to
implement models and methods of risk management
in an IT project in order to ensure the accumulation
of statistical and expert information on threat and
opportunity management.

2. The structure of the information technology
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for integrated management of threats and
opportunities in the IT project, as well as the scheme
of its implementation, have been developed, which
in turn will allow the IT project manager and his
team to implement the relevant models and methods
developed by the author to ensure the successful and
timely implementation of the IT project to meet the
needs of its stakeholders.

3. The given algorithm for filling the
information technology of integrated threat and
opportunity management in an IT project will allow
managing risks taking into account threats and

opportunities in accordance with the developed
models and methods of integrated threat and
opportunity management in an IT project, which
differs from modern approaches to risk management
in project and program management methodology
and will reduce negative impacts and take into
account positive impacts in an IT project.

Thus, the results obtained make it possible to
increase the efficiency of risk management in IT
projects, taking into account the impact of threats
and opportunities on them.
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AHOTALIS

Ha croroauimHiii feHs iH(GopMaNiiiHi TEXHOIOTIT BilirpaloTh BXKIUBY POJIb y MiJBUIIEHHI epeKTHBHOCTI HisIBHOCTI Oyab-KOi
KOMITaHil MUISIXOM 30CepEeDKEHHSI CBO€T yBAaru Ha TEHACHIIISIX PO3BUTKY PHHKY, 3HIKCHHI Ta MMOCUIICHHI KOHKYPEHIIT Tl OTPHMAaHHS
MakCHMaJIbHOTO MpUOYTKY. [IpoaHanizoBaHO HayKoOBi Mpalli, B SKUX PO3IJISHYTO MUTaHHS PO3POOKHU MiAXOIIB, MOJECH Ta METOIIB
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ynpasiinnsg IT-mpoektamu B yMoOBax TypOyJEHTHOCTI Ta HEBM3HA4EHOCTI, 30KpEMa pPHU3MKIB, 3arpo3 Ta MOXIMBOCTeil. 3a
pe3yabTaTaMy aHajli3y HayKOBHX IIpalb aBTOPOM 3pO0JIEHO BHCHOBOK IIPO Te, IO iCHyIoUi iH(pOpMAaIiliHi TEXHOJIOTI] B yIpaBiiHHI
PU3UKaMH MPOEKTIB YaCTKOBO MOXYTh OYTH 3acTOCOBaHi i yNpaBiiHHA pu3ukaMu IT-TpOEKTiB 3 ypaxyBaHHSM 3arpo3 Ta
MOXJMBOCTeH. ToMy Iie MOCHI/DKEHHS HPUCBIYCHO BHPIMICHHIO HAyKOBO-NPAKTHUYHOI 3ajgadi IOAO po3poOku iHdopmamiitHol
TEXHOJIOTI] YNPAaBIiHHA PU3HKAMH B TaKUX IPOEKTaX, ska O BpaxoByBajla BIUIMB 3arpo3 Ta MOXJIMBOCTeH. Po3pobieHa crpykrypa
iHpopMaIiiHOT 0a3u 1HTErPOBAHOTO YIPABIIHHS 3arpO3aMH Ta MOXJIMBOCTAMH B IT-IIPO€KTI JacTh MOXKIIMBICTD peasi3yBaTu MOJENi
Ta METO/Y YIPABIiHHA pu3HKaMy B IT-nipoekTi 3 MeTol0 3a0e31eueHHs] HAKOIIMYCHHSI CTATHCTHYHOI Ta eKCIIepTHOI iHpopMarii momo
YIPaBIiHHSA 3arpO3aMH Ta MOKIMBOCTAMHU. Po3pobka o3HaueHoi iH(opMaLiitHoi TEXHONOTi IPYHTY€EThCA Ha PO3POOICHUX aBTOPAMH
MOJIEIISIX Ta METOJIaX IHTErPOBAHOIO YIPABIiHHS 3arpO3aMH Ta MOXKIMBOCTAMH B IT-mpoekTax, 30kpeMa KOHIENTYyallbHil, TapreTHii,
iHTeNeKTyanbHii Ta MatematnuHii Moaenax, moneni RIO-RIT-REO-RET-anamizy, a Takok MeTojax iHTETPOBAHOTO YIPaBIiHHSI
3arpo3aMy Ta MOXJIMBOCTSMH Ta iHTEIEKTyaIbHOTO BUOOPY ONTHMAJIBHOI CTpaTeril yIpaBIiHHS PU3NKOBHMH HMOMAISMHA: 3arpo3aMu Ta
MOXJIUBOCTSIMU. P03po0iieHi cTpykTypa iHpOpMAIifHOT TEXHOJOTIT IHTErPOBAHOTO YIPABIIHHS 3arpO3aMH Ta MOKIHBOCTSIMH B IT-
IIPOEKTI, a TAKOXK cxeMa 1i peasrizallii, SIKi y CBOIO Uepry AamyTh 3MOTY KepiBHUKY IPOEKTY Ta HOro KOMaHIi peanizyBaTé po3poOiieHi
aBTOPOM BIJAMOBIAHI MOJENi Ta METOOW 3 METOI0 3a0e3leueHHs YCHIIIHOI Ta cBoedacHOi peamnizauii IT-mpoekTy s 3a10BOJICHHS
notpe0 Horo creiikxonnepiB. HaBeneHuii anroput™ HamoBHEHHS iH(OpManiiiHOi TeXHOJIOTIT iIHTErpOBAHOTO YIIPABIIHHS 3aTPO3aMH Ta
MO>KJIMBOCTSIMH JI03BOJIUTH YIPABIATH PU3UKAMHU 3 YpaxyBaHHSAM 3arpo3 Ta MOXKJIMBOCTEH BIANOBIAHO 10 PO3pOOJICHUX MOJENeH Ta
METOJIB IHTETPOBAHOTO YINPABIIHHS 3arpo3aMH Ta MOXJIMBOCTAMH B IT-IpoexTi, sika BigpIi3HAETHCSA Bif CydacHHX IiIXOMIB JIO
YIpPaBIiHHA PHU3UKAaMU B METOOJIOTIi YNpPaBIHHA NPOEKTAaMH Ta MPOrpaMaMy W JI03BOJIMTH 3MEHIUWTH HEraTHBHI BIUIMBH Ta
BpaxyBaTH IMO3UTHBHI BIUTHBHU B IT-mipoekTi. TakuM 94MHOM, OTpHMaHi pe3yabTaTH JJO3BOJIIIOTH IiABUIIUTH eEeKTHBHICTD YIPaBIIiHHS
pusukamu B IT-nipoexTax 3 ypaxyBaHHSM BIUIMBY Ha HUX 3arpo3 Ta MOKJIMBOCTEH.

Keywords: indopmaniitna Texnonoris; IT-npoekT; iHTerpoBaHe yNpaBiiHHS; PU3UKH; 3arpO3H; MOXKIMBOCTI; CTPYKTypa; 6a3a
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